CLAIMS TESTING APPLICATION FORM

FORM NUMBER: ACPDO0069A

SECTION 1— APPLICANT INFORMATION

Company Name:  Brainzsquare, Inc.
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Address: 100 W Broadway Ste. 3000 Long Beach, CA 90802, USA

General Contact

Naine: Mark Cho

Phone.  *+82 (0)22205 6026

Mobile: +82 (0)10 6394 4431

E-Mail: mark.cho@secudrives.com

SECTION 2 — APPLICANT SOFTWARE INFORMATION

Manufacturer: Brainzsquare Co., Ltd.

Version of software: Secudrive Drive Eraser 6.0

Version of user manual: 1.0

Algorithm to be used: NIST 800-88-3-Pass

Please describe the means of deployment for your software/hardware product:

Secudrive Drive Eraser makes disk wiping easier. It is a USB drive-type solution.
When a machine (USB drive) is logged onto Windows, a user can wipe all data including the OS by running

the .exe program without any additional CD/USB booting. It also supports USB booting to wipe Windows, Mac,
Linux machines

Please list the equipment you are intending to ship to execute the test, or the means to access/download your
software tool:

Windows 7, 8, 10, Mac and Linux
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SECTION 3 — MEDIA WHICH YOUR PRODUCT IS TO BE TESTED ON

» Disk Type: SSD 128GB
* Make: Samsung 2.5" 128 SSD
* Model: MZ-7PC128D

ADISA Threat Matrix

RISK LEVEL THREAT ACTOR AND COMPROMISE METHODS TEST LEVEL

Casual or opportunistic threat actor only able to mount high-level non-
invasive and non-destructive software attacks utilising freeware, OS tools
1 (Low) and COTS products.

Commercial data recovery organisation able to mount non-invasive and non-
destructive software attacks and hardware attacks.

Commercial computer faransics orgamsation able o mount both non-

mvasive non-destructive end mvasive non-destiuctive software and
hardware attack, utilising COTS produnts,
2 (Mediurm)

Conmumercial data recovary and computer forensics organisation able (o
mount both non-invasive non-destructive and invasive; non-destructive

software and hardware attack, utilising both COTS and bespoke utilities.

Government-sponsored organisations or an organisation with unlimited

3 (High) resources and unlimited time capable of using advanced techniques to 3

mount all types of softwaie and hardware attacks to recover sanitised data.
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SECTION 4 — THE CLAIM

Brainzsquare Co's software Secudrive Drive Eraser 6.0, when used in accordance with user guide 1.0, will
overwrite using algorithm NIST 800-88-3-Pass, all user data on the sample media to ensure that data cannot be
recovered using forensic techniques aligned ADISA Test Level 1
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| Seon Geun Kang i Brainzsquare, Inc. confirm that

the information outlined in Uus ddocurment is an gocurate s o callection of e claims made by our product

wishing to undergo the ADISA testing mistihod.

Signed on behalf of Brainzsquare, Inc.

SIGNED: i

&,

e
NAME: Seon Geun Kang
TITLE: CEO/President

DATE: ! // L]~ H

ACCEPTANCE

Claim Accepted by:

Dr Andrew Blyth - ADISA Research Centre

SIGNED:
NAME Andrew Blyth
TITLE: Director of Research and Technology
DATE:
AU A.U31080d




